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Discussion
Considering that FS_V8 feasibility study has identified several issues, for each of which one solution is selected, is it important to have an overall view of the impacts, drawbacks, limitations and benefits and a solutions consolidating the solutions identified for each key issue.

An overall conclusion is also needed for this Feasibility Study.
Proposed changes to TR 23.749
8
Conclusions

For Key Issue 1a (How to handle UE's IMS emergency registration) and Key Issue 1b (How to support PSAP callback):

-
Solution #5 captured in clause 6.5 is the selected solution, pending an analysis of its security aspects by SA3.
Editor’s note:
This conclusion is a working assumption and may be challenged in SA2#114 if it can be shown that that there is a solution to key issue #1a and #1b that is more efficient and has less impact on the system compared to solution #5.
For Key Issue 2 - Handling of non UE detectable Emergency Session:

-
Solution #1 with option c) (possibly as described in Solution #1a: How P-CSCF can detect emergency numbers in a VPLMN”) for inter-operator database query is selected. This can be complemented with local configuration as in option a), with a limited number of roaming partners (e.g. bordering countries) and where option c is not used for these cases.
For Key Issue 3 - Determination of the ID of the visited PLMN at IMS Entities in HPLMN:
-
Solution #6 as captured in Section 6.6 is the selected solution.
Editor’s note:
This conclusion may be challenged in SA2#114 if it can be shown that the solution does not meet requirements for key issue #3 or it can be shown that there is strong need for multiple solution.
For Key Issue 4 - Local Number Translation and Routing:

-
Solution #2 Local Number Translation captured in Section 6.2 is the selected solution.

Editor’s Note: This conclusion may be challenged in SA2#114 if it can be shown that the solution does not meet requirements for key issue #4.
In summary, a consolidated solution to support the S8HR roaming model for VoLTE, solving the key issues identified in the present TR, has the following impacts:

-
P-CSCF:

-
If the same P-CSCF handles emergency calls for both LBO and S8HR roaming architecture, the P-CSCF needs to be configured to know with which VPLMNs S8HR roaming agreement is used.

-
P-CSCF needs to retrieve the IMSI/IMSI-unauthenticated indicator (if available)/IMEI and the MSISDN (if available) for an inbound roamer from the PCRF.

-
For supporting Steps 9-12, P-CSCF accepts the SIP REGISTER message without authenticating the user. with the HPLMN IMS, i.e. the P-CSCF needs to support the GIBA procedure over Gm as defined in TS 24.229 [10]. 

-
The P-CSCF may verify IMSI/IMEI in SIP register against the IMSI/IMEI provided by the PCRF.
-
P-CSCF requests access network information at time of SIP Registration and holds or queries a database with local emergency numbers of roaming partner networks and compares incoming requests with such numbers. Handling of non UE detectable emergency calls are based on local regulations.
-
P-CSCF retrieves the PLMN ID when it receives SIP Register message via a new PCC procedure.

-
P-CSCF retrieves the PLMN ID when it receives SIP Invite message via a new PCC procedure.

-
P-CSCF notifies the H-PCRF when the user is de-registered from the IMS, via a new PCC procedure.
-
PCRF:

-
PCRF needs to provide IMSI/IMSI-unauthenticated/IMEI over Rx to the P-CSCF.

-
PCRF needs to receive the IMSI-unauthenticated indicator (if available) over Gx.
-
The PCRF provides the PLMN-id to the P-CSCF at each SIP IMS registration and session setup, for both roaming and non-roaming users, which causes additional load on the PCRF.
-
PGW:

-
For supporting Steps 9-12, PGW must prevent "source IP spoofing", as required for GIBA authentication in TS 33.203 [12].

-
UE:
-
There is no specification impact on the UE but the support of GIBA is needed for IMS Emergency Session to be successful in all cases where they would have been successful with the LBO roaming model.
-
HSS: 

-
The EPS user profile needs to contain the same MSISDN as the IMS profile, in order to obtain the same result as current IMS Emergency sessions procedures.
-
Other:

-
each VPLMN need to maintain a database with the local emergency numbers only which is accessible to all the roaming partners e.g. using DNS
However, this consolidated solution has the following limitations and drawbacks:
-
This solution applies when the user is allocated an MSISDN for voice service. Other forms of Public User Identities cannot be used.
-
This solution relies on always rejecting non UE detectable emergency sessions with a 380 response, whereas the current procedures in TS 23.167 offer the possibility, based on operator policy, to allow the session initiation request to continue in this case. Compared to LBO roaming architecture, this will cause additional delay for emergency session establishment, and a higher risk of failure.
-
The PCRF needs to be queried at each IMS registration and session setup, for both roaming and non-roaming users.
-
An IMS NNI is needed between the HPLMN and the VPLMN.
No benefit where identified for this consolidated solution compared to the Local Breakout roaming architecture for VoLTE, for which all the Key Issues identified in this TR have already been resolved in Releases 8 to 11.
In light of this, the present Feasibility Study is concluded with a recommendation not to perform any normative work.
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